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Abstract 

Currently, transport survey methods are very diverse. Transportation data retrieval using information technology, such as Bluetooth, 

Wi-Fi, and smartcards, is prominent. This study aims to obtain media access control (MAC) addresses of individual bus passengers 

by using a Wi-Fi scanner. This Wi-Fi scanner is capable of engaging a probe request mode to capture MAC addresses from mobile 

devices or other Wi-Fi-enabled modalities without connecting to the internet. This study also describes a new data cleaning 

procedure that is used to characterize bus passenger volume and travel trends using a combination of MAC address and GPS data. 

The approach developed in the proposed study is capable of producing outputs, such as an origin-destination (OD) matrix and 

passenger volume for a bus route section. A comparison between passenger volumes obtained from the Wi-Fi data processing 

procedure and the data obtained using the ground truth procedure indicates the number of passengers determined using the Wi-Fi 

data acquisition and processing procedure is less than the number of passengers determined using the ground truth procedure.  
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1. Introduction 

Nowadays, the development of transportation in the metropolitan city is very rapid. Owing to the recent 

developments in technology for metropolitan cities, the use of technology for transportation surveys is also advancing. 

Currently, smartcards, loop detectors, phone signals, wireless systems, and image processing techniques are used in 

origin-destination (OD) surveys. However, technologies used for transportation surveys all have distinct shortcomings 
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and advantages. Loop detectors are widely used in developed countries to survey large volumes of vehicles. However, 

loop detectors cannot quantify the number of passengers in a vehicle and surveying technologies that are capable of 

quantifying the number of passengers in a vehicle is expensive. Smartcards, sensor systems, image processing 

techniques, and wireless devices are useful for surveying vehicles and passengers but similar to other tools. This 

equipment must also operate in a static state. 

Otherwise, in sub-urban cities or small cities for origin-destination (OD) data retrieval collection is still entirely 

conventional. Conventional transportation surveys still use a manual surveying method, such as a vehicle, passenger, 

pedestrian, or cyclist. A manual survey involves manual counting by an individual within a specified period. Manual 

surveys require many surveyors, expensive, and not suitable compared to surveying developments in the big data era 

such as questioners, interview and manual counting. The small size of the city and adequate funding are the reason to 

still carry out conventional methods in terms of OD data collection. Therefore, it is needed a technology that is cheaper, 

easier, and provide a long time. 

In recent years, Wi-Fi and Bluetooth technology have developed significantly everywhere in developed and 

developing countries. These are useful not only in computer science but also for transportation. The development of 

these technologies for data acquisition and processing is rapid. Wi-Fi and Bluetooth are cheaper and more convenient 

for the long term period of the survey. Wi-Fi and Bluetooth obtain MAC addresses with a high and low-frequency 

from Wi-Fi or Bluetooth-enabled devices. A media access control (MAC) address is a unique device identifier that 

consists of particular numbers and letters specific to a device with Wi-Fi or Bluetooth capability (Cunche, 2014; 

Dunlap et al., 2016; Musa and Eriksson, 2012; Vanhoef et al., 2016). Additionally, people at some places or regions 

do not use Bluetooth only for the headset on smartphone or printer devices. Surveying using Bluetooth requires a fixed 

survey tool in a static position for data acquisition. Therefore, Wi-Fi is more useful than Bluetooth and it is ubiquitous, 

whether it is a smartphone, tablet, laptop, vehicle, building, or other Wi-Fi-enabled devices. Wi-Fi-enabled devices 

can operate in either a static or dynamic states to obtain MAC address data. Wi-Fi technology is one of a solution to 

retrieve transportation data for sub-urban cities or small cities.  

This study attempts to use Wi-Fi equipment to obtain OD data from passengers using bus services. The authors 

used Wi-Fi equipment in probe request mode to capture and collect the media access control (MAC) addresses of 

passenger devices while the bus service was traveling its route for a day. Wi-Fi offers two functional modes, an 

infrastructure mode, and a probe request mode. These terms will be explained in the main of “general Wi-Fi as an 

infrastructure mode and probe request mode section.” The MAC address is captured in a log file by Wi-Fi equipment. 

Along with the process of retrieving MAC addresses, the survey captures ground truth data for real bus passenger OD 

data. 

This paper investigation employs a Wi-Fi scanner installed on a passenger bus in a small town called Obuse, Japan. 

Obuse bus is a small bus which operates around in Obuse city. This experiment to obtain the MAC address data from 

bus passengers’ Wi-Fi-enabled devices as well as Wi-Fi-enabled devices within the vicinity of the bus. A data cleaning 

procedure was used on the raw data to determine the number of bus passengers dynamically. The Wi-Fi scanner 

equipment is compact, inexpensive, energy efficient, and was manufactured by the Urban and Transportation 

Laboratory at the Tokyo University of Science (Hidayat et al., 2018a, 2018b, 2017a, 2017b; Terabe et al., 2017). The 

approach developed in this current investigation is capable of producing outputs such as the origin-destination (OD) 

matrix and passenger volume for a bus route section. A comparison between passenger volumes obtained from the 

Wi-Fi data processing procedure and the data obtained using the ground truth procedure indicates the number of 

passengers determined using the Wi-Fi data and processing procedure is less than the number of passengers determined 

using the ground truth procedure. 

2. General Wi-Fi as an Infrastructure Mode and Probe Request Mode 

Before collecting data, it better to understand this research equipment. Wi-Fi technology is based on IEEE 802.11 

standards (including 802.11a, 802.11b, 802.11g, and 802.11n) (Cisco, 2008; Najafi et al., 2014). Wi-Fi is a popular 

modality for providing users with wireless internet access (Xu et al., 2013). The most common mode of operation for 

802.11 is called infrastructure mode, where mobile devices or wireless access points communicate with other wireless 

access points and wired networks (typically Ethernet). Access points bridge traffic between wireless access points by 

referencing a destination address in the 802.11 frames (Sridhar, 2008). Most wireless devices, such as smartphones, 
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tablets, routers, laptops, etc., are configured for infrastructure mode. A smartphone can be identified by its international 

mobile equipment identity (IMEI) number or MAC address. An IMEI number is sent when a mobile phone registers 

with a network, whereas a MAC address is attached to every data packet sent by a Wi-Fi enabled device. MAC 

addresses are designed to be persistent and globally unique (Martin et al., 2017). A MAC address is a 48-bit number 

used to identify a network interface (Cunche, 2014). Smartphone Wi-Fi is designed to periodically transmit probe 

requests to identify known access points (Matte, 2017; Yaik et al., 2016). Probe requests are active scans by mobile 

devices (Sun et al., 2017; Verbree et al., 2013), and the probe request content includes the sender's MAC address 

(Musa and Eriksson, 2012). A Wi-Fi scanner can load all MAC address data into a single log file. This tool can access 

MAC addresses without connecting to the internet and is capable of passively scanning devices to collect data. A Wi-

Fi scanner, operating in probe request mode, can also be used to obtain MAC addresses that are operating in 

infrastructure mode. This survey used a Wi-Fi scanner as a probe request, installed on a bus, to collect MAC address 

data from bus passengers’ Wi-Fi-enabled devices or Wi-Fi-enabled devices within the vicinity of the bus. 

3. Related Works 

To understand Wi-Fi in the context of transportation surveys, Bluetooth, and Wi-Fi technologies are reviewed 

below. The previous use of these technologies and their reported results are reviewed to understand the purpose of 

Wi-Fi for OD surveys and to build on these technologies to further advance transportation survey capabilities. There 

are several studies about Bluetooth and Wi-Fi for the pedestrian. Bluetooth is used to measure pedestrian activity with 

a detection rate of 2% is lower than the detection rate of Wi-Fi. Wi-Fi data is noisier due to the higher detection rate, 

but can also be more informative (Lesani and Moreno, 2016). Previous research on pedestrian activity demonstrated 

that Bluetooth could be used to determine pedestrian flow and density, but is less accurate compared to ground truth 

data (Schauer et al., 2014). However, the results were shown to vary depending on the location and time of the survey. 

Filtering data to isolate pedestrian activity uses the calculated speed to discriminate between pedestrians, cyclists, and 

cars (Abedi et al., 2015). Another investigation included a waiting time filter as one of the Bluetooth data filters that 

is capable of determining pedestrian flow more accurately (Kurkcu and Ozbay, 2017). 

Bluetooth applications for determining vehicle travel time can be used to detect abnormal traffic. The index 

characteristic for travel time used a “min,” “max,” “average,” and “medium” scale (Namaki Araghi et al., 2015). Other 

research focuses on OD in urban areas. This approach uses MAC address data and calculates the travel time and speed 

of vehicles based on the “start” and “end” of a recorded MAC address (Khliefat and Shatnawi, 2017). The use of 

Bluetooth can also be applied to road surveys, and previous investigations have demonstrated the importance of the 

MAC address data cleaning process for the investigation of transport activity on roads using “entrance” and “exit” 

specifications (Abbott-jard et al., 2013). This process records the position of a MAC address at the beginning 

(entrance) and end (exit) of a probe by a Bluetooth scanner tool. This method also used a timestamp parameter to 

calculate the travel time of each vehicle either in a public terminal space or on the highway (Shlayan et al., 2016). 

Bluetooth and Wi-Fi research is strongly associated with time and speed variables for static and mobile scanners. 

The filtering process, based on time variables, is vital for determining whether or not Bluetooth is useful for a 

transportation survey (Abedi et al., 2015; Erkan and Hastemoglu, 2016; Filgueiras et al., 2014; Young, 2012). Time 

analysis is used to determine the OD matrix based on travel time (J.Barceló et al., 2010). Other investigations (Namaki 

Araghi et al., 2015; Porter et al., 2013; Pourhassan, 2016) described the calculated travel time between multiple 

Bluetooth and Wi-Fi antenna sensors. Furthermore, Araghi and colleagues used a combination of methods to analyze 

travel time (Araghi et al., 2015). A previous investigation conducted by Romancyshyn and colleagues describes the 

use of Bluetooth to determine travel time, and delays in urban areas demonstrated that weather significantly affects 

travel time, and demonstrated that Bluetooth could be used to monitor vehicle activity accurately (Romancyshyn, 

2016). The difference between Bluetooth and Wi-Fi has also been examined and determined that Wi-Fi has a more 

extensive operating range of 10 to 100 meters (Ferro and Potorti, 2005). Wi-Fi can operate using two frequency bands 

(2.5Ghz and 5Ghz), while Bluetooth can only operate at 2.5Ghz. 
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4. Methodology 

4.1. Field Survey 

This case study was conducted in Obuse, Nagano Prefecture, Japan, in October 2017. Obuse is one of a small city 

in Japan. Obuse is tourism destination such as temple, food, hot spring, and traditional tourism spot.  

Obuse has a hop-on-off tour bus, named the Obuse Romango Bus (Figure 1). This bus is used for tourism purposes 

and can be used for a full day with only one payment. The data was collected twice such as Wi-Fi data and ground 

truth data to observe the different trends of data in same, bus and same day. 

 

 

Fig 1. Obuse orientation map 

4.2. Bus Specification 

The Romango bus is a medium-sized bus with a maximum number of 25 passengers. The bus has nine bus stops 

along its route (Figure 2) and seven route circulations based on the timetable. This route circulation is referred to as 

circulation number (CN). A complete bus circulation is defined as a trip from bus stop no.1 to bus stop no.9 and a 

return to bus stop No.1. The bus route operates between 9:50 AM and 5:10 PM and the busiest bus stop is no.2, due 

to the Obuse train station. 

 

Fig 2. Obuse Romango bus and bus route map 
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4.3. Wi-Fi Scanner and Installation 

Wi-Fi scanner equipment captures MAC addresses from devices such as smartphones, laptops, tablets, computers, 

and other Wi-Fi-enabled devices. A MAC address is a unique code, specific to a Wi-Fi-enabled device, and does not 

contain any personal information. The Wi-Fi scanner equipment includes an antenna, GPS, and a mobile battery 

(Figure 4). This scanner uses a Raspberry Pi mini-computer as a controlling device. The Raspberry Pi has a quad-core 

processor and a single-board CPU, running at 900MHz, powered by a 30000 MAH portable battery, with up to 12-

hour battery life. This system has 1 GB RAM capacity, a USB port, pole stereo output, video port, and an HDMI 

input. The Raspberry Pi also includes a high-frequency, GPS tracking device and a Micro SD port, which is used for 

loading the operating system and storing data. 

The Wi-Fi scanner was placed in the bus and positioned in proximity to the bus driver. The scanner has an 

approximate range of 200–300 meters (Figure 3) and detects bus passengers’ and surrounding pedestrians’ Wi-Fi 

devices as well as Wi-Fi devices located within buildings and vehicles. Upon concluding the field survey, the Wi-Fi 

scanner was turned off, and the MAC addresses were obtained for further analysis. The MAC addresses are referred 

to as raw data that will be used to estimate passenger. 

 

 

Fig 3. Wi-Fi scanner equipment and Wi-Fi scanner approximate range 

5. Data Cleaning and Processing 

The results of the survey provide both Wi-Fi and GPS log data. The Wi-Fi log contains the time and MAC address 

data, while the GPS log contains the time and coordinate (position) data. The Wi-Fi and GPS logs obtained from the 
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Wi-Fi scanner were distinct. The data processing procedure combines Wi-Fi and GPS logs, converts the coordinate 

system to UTM (universe transverse Mercator), calculates speed, and calculates passenger volume and determines an 

OD matrix for each route section (Figure 4). 
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Fig 4. Wi-Fi procedure flowchart 

5.1. Merging Wi-Fi and GPS Logs 

This step of the data processing procedure combines Wi-Fi and GPS log data. Merging these two logs allows for 

the determination of the coordinates of each MAC address that is obtained by the Wi-Fi scanner. This merging 

technique uses Jupyther Notebook software’s concate pandas module, and the time column data in the GPS log was 

used as a guide for merging the two datasets. Merged data was displayed on the GPS log because time is reported in 

units of data per second. This merging procedure focuses on time data that does not have a MAC address, but can still 

be used for further analysis, and also aims to determine how much GPS log time has elapsed between the detection of 

a MAC address (ping). Time data on the GPS log provides information regarding the amount of time elapsed between 

individual MAC address pings throughout a passenger’s bus trip (Figure 6). This data is also used to calculate the total 

travel time for each MAC address. Data merging is essential for the next step of data processing: data cleaning. 
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Fig 5. Schematic of combined Wi-Fi and GPS logs. 

In Figure 5, the procedure for analyzing Wi-Fi data based on a bus route is shown and is referred to as route speed. 

Route speed is based on a MAC address’ calculated speed based on the bus route, which is recorded in the GPS log. 

The GPS log significantly affects the calculation of the MAC address speed. Among the MAC address data, there is 

also time data that is not included with the MAC address that could be used to analyze speed, which tracks MAC 

addresses based on the route as well as the time. 

5.2. Converting GPS Coordinates to UTM 

This data processing procedure converts decimal degree coordinates to UTM (meter units). Converting decimal 

degree coordinates to UTM coordinate form enables the calculation of distance and speed for each MAC address. This 

data processing procedure is accomplished using Python software’s geopandas module. After converting the 

coordinate data, the data is input into QGIS software. On a QGIS map, the Wi-Fi datapoints can be observed, and are 

in alignment with the bus route (Figure 6). 

 

 

Fig 6. MAC address point map 
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5.3. Data Transformation 

Data transformation is an advanced analytical step for Wi-Fi data cleaning and is accomplished using Python 

software’s Iloc pandas data frame module. This data transformation procedure aims to identify the occurrence of 

related data between the beginning and end of MAC address detection (Figure 7). This analysis includes time and 

coordinate data that do not have MAC address data (NaN/Not a Number data).  

Fig 7. Example of transformation data 

Figure 7 shows a revised data structure for MAC address speed route calculations. The ID is a MAC address. X 

and Y are longitude and longitude coordinates and T is Time. Revised data structures have been combined by inserting 

the GPS data between the occurrences of a MAC address. The transformed data is interpolated between the beginning 

and end of a MAC ID. 

5.4. Speed Calculation 

The speed of each MAC address is intended for cleaning data based on the average amount of speed of each MAC 

address. Analysis of MAC address speed is essential for equating MAC address speed to bus speed. The results of this 

analysis reveal the distribution of speed for each time point that a MAC address is detected. This speed distribution 

also calculates speed count, variance, and average. The speed count represents the number of speed measurements 

calculated for each MAC address. Variance is the average of the squared differences from the mean of the speed. The 

average is the mean value of the overall speed for each MAC address. After this data processing step, passenger 

volume can be determined for each bus route section. The equation for calculating MAC address speed is shown below 

(1). 

 

𝑉𝑖 =
√(𝑋𝑖+1−𝑋𝑖)

2+(𝑌𝑖+1−𝑌𝑖)
2

𝑇𝑖+1−𝑇𝑖
.                (1) 

i = Timeframe of data acquisition 

Vi  = Speed at the i_th time frame 

Xi = Longitude for the i_th MAC address 

Yi = Latitude for i_th MAC address 

Ti = Time for i_th MAC address 



 Arief Hidayat et al. / Transportation Research Procedia 00 (2018) 000–000  9 

5.5. Moved Categorization 

This data processing step categorizes each MAC address measurement as “moved” or “stopped.” The threshold for 

categorizing a MAC address as “moved” is 1km/h. Therefore, if a MAC address has moved faster than 1km/h, then 

the MAC address is categorized as “moved,” and if the speed of a MAC address is measured below the 1km/h 

threshold, the MAC address is categorized as “stopped.” The 1km/h threshold is based on the average of MAC address 

speed and bus speed. This research was conducted by trial and error. If it sets below than 1km/h, it will over-estimate, 

and if above than 2km/h, it is too underestimate. It refers to figure 8. Data below the threshold could be removed or 

not used in the following processing step. This paper used > 1 km/h for the threshold to justify "moved" and "stopped." 

Some thresholds are used to view the trend of MAC address data changing. The graph below (Figure 8) shows a 

different result by the thresholds value. The high number of the MAC address is the raw data (included “moved” and 

“stopped” MAC address data), and another amount the MAC address as a “moved” used for passenger justify analysis. 

The threshold is applied 1 km/h because it considers the bus speed. The 1 km/h threshold is moderate enough to be 

used for further analysis because the Obuse Romango Bus is hop on-off bus and the route quietly narrow. These make 

Obuse Romango Bus slower than the common bus. If the authors set without the threshold, 3931 unique MAC 

addresses are considered as passenger and non-passenger (moved and stopped classification). If the authors set the 

threshold as 1km/h that moved classification (0 < Vi < 1km/h → stopped and 1km/h ≤ Vi → moved). 

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig 8. Threshold setting difference 

This graph above shows how many MAC address data this research use. 3931 MAC addresses are raw data. Raw 

data without speed threshold will have result overestimated than ground truth data. This study uses 986 MAC 

addresses for the result further (1km/h threshold). This research results underestimated than ground truth data. After 

a trial and error experiment, therefore the threshold was used above than 2km/h the result too high overestimated (big 

gap) than ground truth data. 

5.6. Bus Stop Zoning, Time Spent at Intersection, and Analysis of MAC Addresses in the Vicinity of Bus Stops 

In this data processing step, each bus stop is buffering data using QGIS. The buffering zone radius surrounding a 

bus stop is approximately 10 meters. This part of determining how far queue or people standing around the bus stop; 

however, if too significant number, it will provide people not only around the bus stop also outside the bus stop. If too 

small, it will be inappropriate for data around the bus stop. This zone, surrounding the bus stop, is used for intersection 

analysis in conjunction with the time data on the GPS log. This zoning procedure analyzes the time of bus movement 

recorded at the bus stop or around the bus stop. The intersection is used to determine the existence of a MAC address 

at the bus stop. The GPS time log data and the intersection around the bus stop are used as the basis for classifying the 

time data of a MAC address which is either at the bus stop or outside of the bus stop. This processing step is used to 

determine the OD and passenger volume for each MAC address. This analysis uses Python’s classify function by 

classifying the time within the buffer zone. 
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5.7. Classification Based on Route Circulation 

In this final processing step, the data from the previous processing step was re-analyzed based on route circulation. 

The Romango bus has seven route circulations in one day, and MAC addresses that are detected in circulation can be 

interpreted as traveling passengers. MAC addresses that are not in circulation can be eliminated from this dataset. This 

processing step uses Python’s time classified program analysis. 

6. Results and Comparisons 

6.1. OD 

The OD matrix data (Figure 9) is the result of the previously described data analysis and processing procedures 

conducted on raw data to obtain OD data. The data cleaning procedure was able to produce OD matrix data for the 

field surveys (Figure 9). From Figure 9, the highest number of estimate passenger origin-destination (OD) is on BS1-

BS2, BS1-BS9, BS3-BS1, BS3-BS5, BS4-BS6, BS5-BS4, and BS7-BS9. For the average number of the estimate 

passenger OD is on BS3-BS2, BS5-BS6, BS6-BS7, and BS8-BS3. For others are of a small number of estimate 

passengers. This passenger OD movement is entirely dominated by the bus stop in the city center leading in-out of the 

city center. This OD is also based on the type of tourism spot that is adjacent to the bus stop. In the city center, obuse 

park, obuse station and museum are a high number of tourists. Therefore, these bus stops are a high number of estimate 

passengers OD. Outside of the city center is hot spring and temple.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

  

Fig 9. OD matrix results  

6.2. Passenger Volume for a Section 

Passenger volume for a section accounts for every passenger on-board the bus along the route at each bus stop 

between an individual passenger’s origin and destination, even if a passenger’s MAC address is not detected at one of 

the buses stops along the route traveled between their corresponding origin and destination (Figure 10). For example, 

if two people board the bus at bus stop No. 1, and travel to bus stop No. 3, they will still be included in the count at 

the bus stop No. 2, regardless of their MAC address being detected at bus stop No. 2 because the bus implicitly passed 

or stopped at the bus stop No. 2. Figure 10 shows the difference between OD and passenger volume for each section. 
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Fig 10. Difference OD and passenger volume for the section 

Figure 11 demonstrates that data had different travel trends. The highest passenger volumes were observed in 

sections M2-3, M3-4, M4-5, M5-6, M6-7, M9-7, M7-5, M5-4, and M4-3, while average passenger volumes were 

observed in sections M1-2, M6-7, M7-8, M8-9, and M2-1. Additionally, the route circulations with the highest volume 

of passengers were CN1, CN4, and CN5. Considering the time, CN2, CN4, and CN6 is the high number of passengers 

volume because these CNs are 11:00 AM, 13:00 PM and 16:00 PM which is the best time to travel from one spot to 

another spot.  

 

 

 

 

 

 

 

 

 

 

 

 

 

Fig 11. Passenger volume for sections  

6.3. Ground Truth Comparison 

Figure 12 demonstrates that the Wi-Fi procedure calculates fewer passengers than the ground truth method. The 

Wi-Fi procedure presumably calculated a lower number of passengers compared to the ground truth method because 

not all passengers may have a Wi-Fi-enabled device. Ratio Wi-Fi (RW) values obtained contain both positive and 

negative values (Figures 12). The number of passengers in sections M2-3 until M4-3 have negative values because 

the number of passengers determined using the Wi-Fi procedure is less than the number of passengers determined 

using the ground truth procedure. The number of passengers determined using the Wi-Fi method shares a similar trend 

to the number of passengers. The passenger volume determined using the Wi-Fi method is higher than the ground 

truth data (GRD) in sections M1-2, M3-2, and M2-1, while the passenger volume determined using the Wi-Fi method 

is less than the GRD in sections M2-3 and M4-3. There is still a bias between the direct and route speed procedure 

with ground truth data. The result must be underestimated because not all passengers using Wi-Fi devices or turn on 

the Wi-Fi. The trend from figure 12 reveals that the route speed procedure result tendency is quietly similar to ground 

truth data.  

 

  

High High Medium 
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M   : Moving/ passenger volume for the section  RW : Ratio Wi-Fi 

CN   : Circulation Number     GRD : Ground Truth Data 

NWD : NewWi-Fi Data 

Fig 12. Comparing ground truth, and Wi-Fi procedure  

7. Conclusion 

The analysis and interpretation of the Wi-Fi data yielded information regarding passenger volume as well as 

information regarding passengers’ travel between destinations. This investigation describes the application of a new 

method for collecting and processing data to determine OD matrix data and passenger volumes for bus route sections. 

The results of this investigation can be summarized. A new processing procedure was developed to transform data 

into OD and passenger volume for each section, which determines passenger OD information, the number of 

passengers boarding a bus at a specific bus stop, and the number of passengers waiting at a bus stop. The results of 

the comparison between data obtained using the Wi-Fi procedure and observer data indicate similar travel patterns, 

and the number of passengers determined using the Wi-Fi procedure is generally less than the number of passengers 

determined using either the ground truth method. 

The Wi-Fi scanner could be used for several other purposes: It could assist small bus operators in conducting their 

surveys. The device and the data processing procedure is appropriate for long-term data collection to observe daily 

variations in passenger bus transport. There is no need to communicate with passengers while collecting data. 

Movement demand (origin and destination) can be analyzed between bus stops, which can assist bus operators in 

determining hourly and daily demands posed by differing volumes of bus passengers and can determine bus capacity 

between bus stops. For example, bus demand sometimes increases during specific periods of the year, such as during 

the high autumn season and for festivals. The Wi-Fi scanner data can be used to dynamically determine passenger 

capacity during individual seasons, allowing bus operators to add or reduce the number of operating buses to 

accommodate the changing demand. Bus operators can also make timetable changes to adjust to high demand at 

certain times of the day. The Wi-Fi scanner data can also provide information regarding busy areas, such as bus stops, 

shops, parking lots, bus terminals, and others. If the Wi-Fi scanner detects an area that has a high volume of potential 

bus passengers, this data could inform operators to increase passenger capacity. For local governments, the Wi-Fi 

scanner and the data obtained by the Wi-Fi data processing procedure could be used to improve the function of 

facilities, provide input for urban planning related to transportation facilities and public transportation, and enhance 

marketing for tourism support facilities. 

However, some limitation addressed to this research is the number of Wi-Fi device held by passengers. Authors 

assumed that each passenger carries only one Wi-Fi device. Accordingly, each detected device can be uniquely 

associated with one onboard petepete passenger. However, some passengers may bring more than one Wi-Fi devices. 

Activated/deactivated Wi-Fi device is another limitation to this research. This creates another source of error when 

attempting to estimate the number of passengers. MAC address changing is the one of limitation of this research 

because some device will change the MAC address if the software device was upgraded. Another limitation is the 

MAC address that is not in the right position (X and Y). Because sometime the MAC address will appear on another 

location. Wi-Fi has a long detection range, so the sensor covers a large area. Wi-Fi also adds a significant amount of 
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spatial uncertainty to the data (noise data). This problem might be solved by using a directional Wi-Fi antenna or by 

reducing the Wi-Fi coverage. It would also be useful to take greater care in the data processing steps. 
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AUTHORS RESPONSE 

 

Reviewer 1 

 

This paper proposes a method to estimate passenger volumes and OD from Wi-Fi data in a public 

transport network. This topic has been seen in many papers, so the literature review should emphasize on 

the problems with latter work and tell how this paper improves things. The paper is lacking many 

explanations in general and contains some assertions that should be backed by adequate citations.  

 

Comments:  

- I understand that Wi-Fi is "better' than Bluetooth, but the choice of BT is often related to the shorter 

range of transmission. A shorter range avoids having parasite data (ie. people not in the bus). This should 

be discussed.  

Answer: Thank you for the comments and revise our paper. Authors tries to fix based on this comment. 

The reviewer can find an introduction section, the 3rd paragraph 

 

- Section 3.1: 2% less, is this coming from the Lesani and Moreno study? In what conditions?  

Answer: This is for pedestrian survey condition 

 

- Section 3.2. Why are smart cards explained here? Is it used in the study? In addition, there is rarely 

"Real-time" smart card data. Data is collected and then available later in the company's servers.  

Answer: for smartcards section, it was deleted in this paper 

 

- Section 4.1. Passenger data was collected "twice". When? What day? Twice at the same time? Two 

different times?  

Answer: Twice, it is means Wi-Fi survey data and ground truth data at the same time and same bus. The 

reviewer can find in field survey section, the 2nd paragraph 

 

- Figure 7, I do not understand the transformation as is in the figure. Why store the XY in the second 

table?  

 

Answer: Before calculating the speed, the data had to be transformed. This analysis included time and 

coordinate data that did not have MAC address data (NaN/Not-a-Number data). This transformation 

considered the GPS log data between the appearance of MAC addresses. The data transformation in 

Figure aimed at identifying and sorting the data between the beginning and end of MAC address 

detection. This transformation was useful before calculating the MAC address speed because MAC 

addresses were sorted by X, Y, and T (between of the first and the last appearance of the MAC address) 

 

- Section 5.6. How was the buffer zone size chosen? Any sensitivity analysis on the parameters?  

Answer: Authors tries to fix based on this comment. The reviewer can find in “Moved Categorization” 

section with threshold setting. 1 km was chosen because the authors tried “trial and error” for the 

threshold. If below the 1km/h it will include noise data or non-passenger data that is overestimated result. 

If above than 1km/h, this result is too underestimate, its means passenger data will remove. 

 

- Section 6.2. There are many limitations here. Not all passengers use Wi-Fi devices. As a matter of fact, 
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they may not represent the whole spectrum of the population (especially older people). In addition, many 

users will have more than one device (computer, iPhone, Wi-Fi, watch). Knowing that, how can we use 

the results? Any correction procedure?  

Answer: No correction procedure or ask the passenger directly about Wi-Fi turn on-off. This limitation 

included in the “conclusion” section, the 3rd paragraph. 

 

- Figure 11. What is the TRR paper? Is this work published in TRR? A statistical test should be conducted 

here to see if the results are satisfying.  

Answer: Syntax mistake, fixed it. The statistical test added in “ground truth comparison’ section the 2nd 

paragraph. 

 

- The conclusion should discuss about the numerous limitations of such kind of study.  

Answer: Authors tries to fix based on this comment. The reviewer can find in the “conclusion” section, 

the 3rd paragraph. 

 

- Please correct typos and English syntax 

Answer: Authors tries to fix based on this comment. 

 

 

Reviewer 2 

It’s a well written paper that, regrettably, demonstrates that the outcome of the proposed method depends 

on the unknown parameter  

– fraction of travellers with the activated Wi-Fi. The authors report this discouraging result honestly and 

straightforwardly and I am strongly in favour of publication this paper. Wi-Fi scanning looks attractive to 

many researchers and the results of these first field experiments, no matter encouraging or discouraging 

are important for the current transportation research.  

The investigated dataset seems yet below the threshold that is necessary for concluding on the usefulness 

of a technology. That is why I recommend publication in the conference proceedings only. However, if 

larger datasets became available after the paper was submitted, I would consider the paper, after the 

revision, for publication in a journal special issue.  

Minor remarks by sections. 

 

Answer: Thank you for the comments and revise our paper. 

 

 

5.2 – Can be easily skipped. 

Answer: Authors tries to explain more this part based on this comment. 

 

5.3 – Report the fractions of errors 

Answer: authors tried to revise the paper based on this comment. The errors were explained in the 

section “moved categorization” page 9 and conclusion page 12. 

 

5.5 – Are the results robust to the chosen threshold of 1 km/h?  

Answer: In the section “moved categorization” page 9. The threshold for categorizing a MAC address as 

“moved” is 1km/h. Therefore, if a MAC address has moved faster than 1km/h, then the MAC address is 

categorized as “moved,” and if the speed of a MAC address is measured below the 1km/h threshold, the 

MAC address is categorized as “stopped.” The 1km/h threshold is based on the average of MAC address 

speed and bus speed. This research was conducted by trial and error. If it sets below than 1km/h, it will 
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over-estimate, and if above than 2km/h, it is too underestimate. 

 

6.3 – Do you have external estimates of the fraction of activated/ deactivated Wi-Fi? Should we ban the 

method based on your results? 

Answer: No, we do not have an external estimate of the fraction of activated/ deactivated Wi-Fi. Authors 

tried to present a new procedure or method on how to distinguish MAC addresses data into passengers. 

However, there are still much lacks of errors or still need more detail in the analysis/procedure and we 

always try to improve the analysis. 

 

 
 


